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*В ходе исследования проведена комплексная оценка уязвимостей информации в зоне ДЗУ сетевой файловой системы, проведен анализ типовых нападений на зону ДЗУ сетевой файловой системы. На основе полученных результатов предложены рекомендуемые рубежи защиты.*
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В современном мире широкое распространение получили сетевые технологии. Они используются как частными лицами для познавательно развлекательных целей, так и компаниями для обмена различного рода информацией. В ходе эксплуатации сетевых технологий для обмена данными встал вопрос удобства передачи и хранения данных, которые могли бы быть использованы разными людьми в одной сети. Для решения этого вопроса был придуман File Transfer Protocol (FTP) сервер. Он позволял скачивать и загружать на него информацию, но не позволял обрабатывать ее непосредственно на нем, что приводило к большим временным затратам.

Этих недостатков были лишены Network File System (NFS) сервера, которые могли быть подключены к компьютерам конечных пользователей, но при этом компьютер воспринимал информацию на нем так, словно это еще один жесткий диск внутри его корпуса. Это позволило значительно облегчить и ускорить обмен и обработку данных в современных сетях.

С развитием сетевых технологий были выявлены множество различных угроз информации, приводящих к её утечке\искажению, в то числе и в NFS. Так как, последние используются почти в каждой корпоративной сети, было необходимо произвести исследования основных угроз и найти способы противостоять им. Существуют различные виды угроз для различных контуров сети. Далее будут рассмотрены основные угрозы сетевой файловой системы в зоне долговременного запоминающего устройства (ДЗУ).

Основными видами угроза сетевой файловой системы в зоне ДЗУ являются:

1) загрузка с несанкционированного носителя; 2) прямой доступ к информации на носителе; 3) перехват информации.

Под загрузкой с несанкционированного носителя подразумевается возможность обхода встроенных сетевых средств защиты файлов путем загрузки с недоверенной операционной системы, которая позволит видоизменять файлы на доверенном ДЗУ или же заносить на него вредоносное ПО.

Данную угрозу можно нейтрализовать несколькими способами: средствами доверенной загрузки, например, Secret Net, блокировка недоверенных устройств при помощи антивирусного ПО, а также ограничением физического доступа к устройству.

Под прямой доступ к информации на носителе подразумевается возможность прочтения информации на носителе, например при похищении ДЗУ.

Данная угроза нейтрализуется шифрованием данных на ДЗУ любым из известных методов. Это может быть, как встроенное шифрование на системах Windows и Unix, так и отдельные шифрование специализированными программными продуктами.

Под угрозой перехвата информации подразумевается возможность считывания информации на выходе серверного или клиентского оборудования, а также перехвата информации во время её транспортировки по линиям связи.

Чтобы избежать этого типа атак необходимо: реализовать end-to-end шифрованные при передаче данных от сервера к клиенту и обратно, что позволить избежать легкого прочтения данных при реализации атаки. Так же необходимо максимально снизить паразитное электромагнитное излучение, что так затруднит попытку перехвата информации.

На основе проведенного исследования были выявлены возможные нападения на зону ДЗУ сетевой файловой системы и необходимые меры для нейтрализации этих угроз.
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